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( CNET- GEN P5211/1 (Rev. 2-99)) (A
1. Purpose. To inplenment references (a) and (b) and nake (R

encl osure (1) avail abl e.

2. Cancel | ati on. CNETI NST 5211. 1E

3. Background. The Privacy Act (PA) of 1974, pronulgated wthin the
Department of the Navy by reference (a), is designed primarily to
protect the personal privacy of individuals about whomrecords are
mai nt ai ned by agencies of the Federal Governnent. The Freedom of

I nformation Act (FO A), pronulgated by reference (b), is designed to
make available to the public the maxi mum i nformati on concerning
operations, activities, and adm nistration of the Departnent of the
Navy and ot her Federal agencies w thout invading the privacy of any

i ndi vidual. Although having different primary objectives the two
acts, if carefully applied, are generally conplenentary in nature. (D

4. Denial Authority. Wthin the NAVEDTRACOV officers

aut horized in accordance with section 0120a, Mnual of the
Judge Advocate Ceneral, to convene general courts-marti al
are authorized by reference (a) to deny requests for
notification, access, and anendnent of records related to
matters within their respective areas of responsibility. By
reference (b), the sanme officers are authorized to deny FO A
requests for docunents or records relating to matters within
their respective areas of responsibility.

5. Required Reports

a. |In accordance with references (a) and (b), the foll ow ng
reports shall be submtted to the initial denial authority (IDA)
in the chain of conmand. Negative reports are required. Only (R

operational aviation squadrons and units afl oat are exenpt from
these reporting requirenments if they have not received or
responded to any requests during the reporting period.

CNETI NST 5211. 1F



R)

R)

R)

(1) Annual Freedom of Information Act Report (DD PA (A
1365(5720)), by 15 Cctober of each year to your activity's |DA, CH1
who is the GCM aut hority in your chain of comrmand.

(2) Annual Privacy Act Report (DD DA&M AR)1379(5211)),
by 1 February of each year to your activity's IDA who is the GCM
authority in your chain of conmand.

b. IDA s shall consolidate FO A reports received from subor-
dinate activities and submt themto Chief of Naval Education and
Training (Code OQJ) by 25 Cctober of each year. OCNET, as the CH1

Echelon 2 I DA, will consolidate these reports and submt themto
Chi ef of Naval QOperations (CNO (N09B30) by 10 Novenber of each
year.

c. |IDAs shall consolidate PA reports received from subordi -
nate activities and submt themto CNET (Code OQJ) by 15 February
of each year. OCNET, as the Echelon 2 IDA, will consolidate these
reports and submt themto CNO (NO9B30) by 1 March of each year.

6. Desk Guide Availability. A copy of enclosure (1) may be

obt ai ned by downl oadi ng from CNET Honepage Forns P5211/ 1.
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PRI VACY ACT/ FREEDOM OF | NFORMATI ON ACT DESK GUI DE

PRI VACY ACT (PA) — Personal privacy and right of individuals FREEDOM OF | NFORVATI ON ACT (FO A) — Availability to the public of
Regardi ng their personal records Departnent of the Navy records
( SECNAVI NST  5211. 5D) ( SECNAVI NST 5720. 42F)

1. Ceneral. Al personnel should be familiar with the contents of SECNAVI NSTs 5211.5D, 5720.42F, and related directives pertaining to the
PA and FO A; however, since nost inquiries can be processed quickly, this desk guide is provided for clarification and ease of reference.

2. Definitions

a. System of Records. A group of records fromwhich information is retrieved by the name of the individual or by sone identifying
particular assigned to the individual. Each activity shall maintain a |list of systens of records by nanme, identification, locality,

and nunber of records within each system

b. System Manager. The official who has overall responsibility for records within a particular system
c. Routine Use. Disclosure of a record for a purpose which it was created.
d. Disclosure. The conveyance of any infornmation froma record by any means of communication to another person or entity.

3. Disclosure Wthout Consent of Enployee. Pursuant to the provisions of the PA and FOA the follow ng informati on may normal ly be
di scl osed without the consent of the enpl oyee and need not be recorded:

To the Public Concerning Cvilian Personnel. Inquiries other than those |isted bel ow should be referred to the Human Resources
e (HRO for necessary action. Note that this information should be rel eased by the cogni zant office only if the data is correct.
here is any doubt as to the correctness of the information, refer the inquirer to HRO

a
ic
t

(1) Nane (4) Goss salary (7) Ofice tel ephone nunber

(2) Gade (5) Present and past assignnents (8) Cther information as set forthin Parts 293,

(3) Date of grade (6) Finalized future assignnments 294, and 297 of OPM Regul ati ons and
t he Federal Personnel Manual

b. To the Public Concerning MIlitary Personnel

1) Nane (5) Present and past duty assignments (9) Pronotion sequence numnber

(2) Rank/rate (6) Finalized future assignnments (10) Awards and decorations

(3) Date of rank (7) Ofice or duty tel ephone nunbers (11) Education (mejor area of study, school,
(4) Goss salary (8) Source of conm ssion year of education and degree)

DI SCLOSURE OF HOVE ADDRESSES AND TELEPHONE NUMBERS W THOUT PERM SSI ON SHALL NCORVALLY BE CONSI DERED A CLEARLY UNWARRANTED | NVASI ON OF
PERSONAL PRI VACY.

c. To Personnel Wthin the Departnment of Defense. Disclosure may be nade to personnel of the Department or Defense, or el enent
thereof (including private contractor personnel who are engaged to perform services needed in connection with the operation of a
Departnent of Defense system of records), who have a need for the record in the performance of their duties, when this is conpatible
with the purpose for which the record is naintained. This would include, for exanple, disclosure to personnel nanagers, review boards,
discipline officers, nedical officers, investigating officers, and representatives of the Auditor Ceneral, Naval Crimnal |nvestigative
Service, Joint Chiefs of Staff, Arnmed Forces Entrance and Exam ning Station, Defense |Investigative Services, and other mlitary
departments who require the information in order to discharge their official duties.
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d. Congressional Inquiries. Disclosure nay be nade to either House of Congress, or, to the extent of matters within its
jurisdiction, to any committee or subconmttee thereof, or to any joint commttee of Congress or subcommittee thereof. Disclosure may
not be made to a nenber of Congress requesting in his/her individual capacity or on behalf of a constituent, except in accordance with
rules set forth in paragraph 7b(9) of SECNAVI NST 5211.5D and procedures set forth in paragraph 7b(9)(d).

e. |In an Energency. |In a confirmed enmergency situation, personal information on an individual may be rel eased. The rel easer
shoul d make reasonable efforts to confirmthat the emergency actually exists and verify the identity of the party nmaking the request
prior to rel ease.

4. Disclosure Accounting — PANFOA Mintain a record of disclosure except for those instances contained in paragraph 3 above. This
record of accounting shall be retained for at least 5 years after the last disclosure, or the life of the record, whichever is |onger.
This information is al so needed for statistical purposes, e.g., the annual Privacy Act report. The purpose of the disclosure
accounting requirements is contained in paragraph 7a of SECNAVI NST 5211.5D and procedures are set forth i1 n paragraph 7c(3).

5. FO A Exenptions. There are nine exenptions under the FO A which may be invoked to preclude rel ease of information which woul d
jeopardi ze a governnental interest. They are:

(1) classified information (4) trade secrets/commercial information (7) investigative records
(2) internal personnel rules and practices (5) internal nmenorandum opinions, recomendations (8) financial institutions
(3) information exenpted by stature (6) personal privacy (9) geol ogi cal / geophysi cal data

6. NAVEDTRACOM Deni al Authorities. CNET, CNATRA, and NTC Great Lakes are authorized under the PA to deny requests for notification,
access, and anmendnment of records related to matters within their respective areas of responsibility. In addition, officers authorized
in Section 0120, Manual of the Judge Advocate General, to convene general courts-martial nmay deny requests. Under the provisions of
SECNAVI NST 5720. 42F, the sane officers are authorized to deny FO A requests for docunents or records relating to matters within their
respective areas of responsibility.

7. Reports. |In accordance with SECNAVI NST's 5720.42F and 5211.5D, the follow ng reports shall be subnmtted. Negative reports are
required.

a. Annual Freedom of Information Act Report. (DD PA(A)1365(5720) — due to denial authority 15 October. Denial authorities shall
consolidate and submt to Echelon Il command (CNET) 25 Cctober.

b. Annual Privacy Act Report DD A(A&AR)1379(5211)) — Due to denial authority, 1 February. Denial authorities shall consolidate
and submt to Echelon Il comand (CNET) 15 February.

Only operational aviation squadrons and units afloat are exenpt fromthese reporting requirenents if they have not received or
responded to any FO A requests during the reporting period.

8. Requests for Assistance in Processing Requests. Requests for assistance may be referred to CNET (Code OQJ), DSN 922-4847 or
Commerci al (850) 452-4847.
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