PKI NETPDTC Authorization for DOD Server Certificate Request

Request a DOD PKI server certificate for the following system or service.

Date:

Requester: Code: Phone:
Server Common Name: Web URL Name:
Server IP: Equipment ID (SN/USN Tag):
Server Administrator: Server Administrator Phone:

Server Administrator Email:

Location of Server: Bldg: Room:

What is the purpose of the server/service (web server, application server, hosted site).

System Configuration (hardware, operating system, web/application software):

System Administrator’s Signature:

System Administrator’s Supervisor’s Signature:

Technical Authority:

Approving Authority:

The Systems Administrator who accepts the certificate is responsible for the correct protection and use of the associated private key. Each
requestor or Systems Administrator is also required to complete a DD Form 2842 as well. These completed forms can be sent via email only if the
email is signed with a valid DoD PKI certificate. Alternative means include faxing, or FEDEX signature required.

Email address: steven.r.garcia@navy.mil Fax Commercial: (850)452-1510 Fax DSN: 922-1510

Form supplies required information required by NETC guidance and DoD X.509 Policy. See the DoD X.509 policy and USN LRA Cetrtificate
Practice Statement for any additional guidance and information.
Form Date: 07/04
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